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With these criteria, employees can make their 
training stick, playing an active role in their 
organization’s cybersecurity posture. However, 
the effects of infrequent or monotonous security 
awareness training can have far-reaching 
consequences. In fact, researchers found that 
employees from companies not using Mimecast 
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Awareness Training were more than 5X more 
likely to click on malicious links than employees 
from companies that did use the training.9  
The rise in unsafe clicks suggests the need to 
refresh awareness training for employees and 
create a more secure working environment.
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How security awareness training closes the understanding gap3

Human error plays a role in half of the world’s data 
breaches.1 If you’re not focused on mitigating user 
risk through training and testing, you’re missing 
out on half of your protection. 

An effective security awareness program is 
engaging, relatable and persistent. It must be 
a conduit between user risk and security 
controls.
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How security awareness training closes the understanding gap3

Mimecast Awareness Training is all that and more
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Up-level resilience with
Mimecast Awareness Training
Dramatic risk reduction when combined with other Mimecast solutions

“We’ve had less 
disruption caused by 

people clicking on links 
they shouldn’t.“ 

Patricia McLelland
Infrastructure Engineer,  
Massimo Zanetti Beverages

Add value to your other solutions by:

§ Quickly converting real attacks protected via 
Targeted Threat Protection with Safe Phish.

§ Preventing or correcting behaviors related to 
account takeover alongside Internal Email 
Protection

§ Inform and reinforce Email or Web Security 
policies based on Safe Score.

§ Frequent education at the point of risk through 
user notifications featuring Awareness Training 
characters.
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https://newsroom.ibm.com/2019-07-23-IBM-Study-Shows-Data-Breach-Costs-on-the-Rise-Financial-Impact-Felt-for-Years
https://www.mimecast.com/blog/2020/04/threat-intelligence-briefing-security-awareness-training-reduces-unsafe-clicks-amid-surging-coronavirus-cyber-threats/

